**Protection and control REX640**

Comprehensive cyber security

**Relay**
- Hardened software configuration allowing only necessary services and protocols
- Intelligent network load monitoring including denial of service protection
- Supervised services, protocols and communication ports
- Role-based access control for individual users

**Engineering and operation**
- Secure web browser-based human-machine interface
- Encrypted communication between the engineering tool and the relay
- Chronological audit trail including security related events
- Easy firmware updates for optimal reliability and cyber security

**System**
- Centralized management of individual user accounts and roles
- Centralized viewing of security-related events
- Centralized cyber security certificate management with public key infrastructure
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